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**1.网络刷单类诈骗**

**案例：**2021年4月24日16时许，学生李某在宿舍用手机上网时，在比心APP里有一陌生人主动联系李某，对方问其是否接聊天的单，双方加QQ联系，对方让李某刷单，后李某通过支付宝扫描对方发来的二维码支付共计人民币900元，至4月28日12时许李某联系不到对方时知受骗。

**警方提醒：凡是让你垫付资金兼职刷单的，都是诈骗！**

**2.网上购物类诈骗**

**案例：**2021年03月19日17时28分许，学生张某在宿舍接到一个自称淘宝客服的电话，对方称张某之前在淘宝买的外套质量有问题，可以理赔，张某信以为真通过"腾讯会议"APP加对方腾讯会议号联系并按对方要求打开其发过来的的网址,后又打开屏幕共享，张某被对方从中国工商银行卡内转走人民币共计53221元人民币，至当日18时30分许张某查询银行卡钱不见时知受骗。

**警方提醒：主动提出退款还多倍赔付的，都是诈骗！**

**3.出售游戏账号类诈骗**

**案例：**2021年3月11日14时许，学生汤某在宿舍时，有一陌生网友在游戏里联系汤某，对方称想购买汤某的游戏账号，后汤某加对方QQ为好友，对方让其在“祝楚付”网站上交易，后对方称账号资金被冻结，需要交解冻费，汤某按对方要求通过其同学的银行卡转账到对方中国工商银行卡共计1200元人民币，后对方继续要求转账时汤某知受骗。

 **警方提醒：买家以保证金、押金、解冻费等借口要你先转账的，一定是诈骗！**

**4.冒充客服类诈骗**

**案例：**2021年5月13日14时50分许，学生陈某在宿舍时，接到一个自称淘宝百草味客服的电话，对方称店铺工作人员误操作帮陈某开通了铂金会员，会产生扣费，现在可以关闭，陈某信以为真按对方要求通过网上银行转账10394元人民币，后陈某未收到返还的本金时知受骗。

**警方提醒：“客服”主动提出帮忙注销会员的，都是诈骗！**

**5.冒充熟人类诈骗**

**案例：**2021年5月6日2时30分许，学生朱某在宿舍上网时，收到同学的微信消息，对方让朱某帮忙转900元人民币给对方的朋友，朱某通过支付宝扫描对方发来的二维码支付共计人民币900元，至当日4时40分许朱某发现同学微信被盗时知受骗。

**警方提醒：亲友网上来借款，一律电话先确认！**

**6.敲诈勒索类诈骗**

**案例：**2021年4月14日23时40分许，学生陈某在宿舍上网时，下载了一个名为土豆聊天的APP，看到有人发布裸聊的信息，于是添加对方为QQ好友，并按对方要求下载注册了一个APP，之后就在QQ上进行裸聊，对方以将裸聊视频发给其通讯录好友为由让陈某转钱，陈某通过支付宝分3次转账给对方银行卡共计8000元人民币，至次日8时50分许陈某知受骗。

**警方提醒：美女邀你裸聊别轻信，屏幕背后是大汉，拍你裸体敲诈你！**

**（请抄写以下内容）**

本人已经学习以上案例，本人承诺将提高警惕，自觉防范网络刷单、网上购物、冒充客服、冒充熟人、敲诈勒索等电信网络诈骗。

承诺人： 日期：